Cloud Attacks Update
Motives of Attackers

• Data Theft
• Crypto Mining
• Ransom – Cloud Accounts
• Espionage
• Sabotage
<table>
<thead>
<tr>
<th>Initial Access</th>
<th>Examples</th>
<th>Privilege Escalation/Persistence</th>
<th>Impact / End goal</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
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<td></td>
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</tr>
<tr>
<td></td>
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<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Ransomware</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Data exfiltration</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
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